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. In thousands of scientific, consumer, industrial, and artistic applications
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. various fields are intertwined and share many approaches and techniques
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ABSTRACT

This paper introduces a set of methods for image and video forensic analysis. They were designed to help
to assess image and video credibility and origin and to restore and increase image quality by diminishing
unwanted blur, noise, and other possible artifacts. The motivation came from the best practices used in
the criminal investigation utilizing images andjor videos. The determination of the image source, the
verification of the image content, and image restoration were identified as the most important issues of
which automation can facilitate criminalists work. Novel theoretical results complemented with
existing approaches (LCD re-capture detection and denoising) were implemented in the PIZZARO
software tool, which consists of the image processing funcrionality as well as of reporting and archiving
functions to ensure the repeatability of image analysis procedures and thus fulfills fermal aspects of the
image/video analysis work. Comparison of new proposed methods with the state of the art approaches is
shown. Real use cases are presented, which illustrate the functionality of the developed methods and
demonstrate their applicability in different situations. The use cases as well as the method design were
solved in tight cooperation of scientists from the Institute of Criminalistics, National Drug Headquarters
of the Criminal Police and Investigation Service of the Police of the Czech Republic, and image processing
experts from the Czech Academy of Sciences.

@ 2016 Elsevier Ireland Ltd. All rights reserved.

1. Introduction

Our research addressed two related topics - the quality of
image data with respect to their credibility and origin, and image
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Copy-Move Forgery Detection

Using JPEG Compression Model

In our world, digital images are an extensively used medium of
communication that compactly and efficiently conveys a huge
amount of information about our surrounding. However two
important questions should be considered - how much we can
trust all these photographs which are not necessarily obtained
from a trustworthy source and do we notice everything contained
in images, which are often acquired under non-ideal, inadequate
conditions and thus possibly blurred, noisy, or with other types of
unwanted artifacts.

restoration aimed at diminishing unwanted blur, noise, and other
possible artifacts. The motivation came from the best practices
used in the criminal investigation utilizing images and/or videos,
The determination of the image source, the verification of the image
content, and possible image restoration were identified as impor-
tant issues, of which automation can notably facilitate criminalist’s
work (see Fig. 1). Situations, when the origin of images (child
pornography) or their authenticity (insurance frauds) is ques-
tioned, occur with increasing frequency nowadays.

Regarding the image source determination, the ability to link
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Abstract

It I8 easy to display & video o picture on an LCD screen and recaptune it by using & camera to hide races of
dhgital image manipulation or fool an access system based on face recognition technique. In this paper, we show
that humans do not have a geod performance in detecting recapiured data from LCD screens. Hence, it is imporant
o have methods capable of distinguishing between natural videos and pictures and those recaplured ones. In this

paaper, wee show thal, typacally, recaplured images and videos from LCD screens

whibil detedtable periodic palterns

that ane caused by regutar sampling grid of the LCD monilor and aliasing, We develop our method using the theory
of eyclostationarily and expenmentally validate i, The lemm cyclostalionarily refers o a special class of signaks which
exhibil perodicity in their statistics. Our method will be based on the fact that a oyclostationary signal has a frequency

spactrum correlated with a shifted version of itsalf
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Introduction

Im recent years, we have ebserved a dynamic development in two
essential areas of forensics analysis of digital images and videos integrity
verification (genuineness analysis) and image ballistics (source device
verification). Although past research in the areas of image integrity
verification and image ballistics have mainly focused on data hiding

and inconsistencies ameng pixels. In other words, it would act as an
original image. In other words, the forger can display fake images on
LCD display and recapture the manipulated digital image to evercome
image foremsic systems. Comsequently. detecting recapturing can
signify tampering,

This paper will intreduce a method capable of detecting recaptured
images and videos using a single image and a single frame analysis.
Henez, from now on, we will only consider digital images. In case of
videos, the method can casily be applicd on individual frames scparately.
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The so-called copy-move forgery, based on copying an object and pasting in another location of the same
image, is a common way to manipulate image content. In this paper, we address the problem of copy-
move forgery detection in JPEG images. The main problem with JPEG compression is that the same pixels,
after moving to adifferent position and storing in the JPEG format, have different values. The majority of
existing algorithms is based on matching pairs of similar patches, which generates many false matches. In

Keywaords: o many cases they cannot be eliminated by postprocessing, causing the failure of detection. To overcome
Copy-mave madification this problem, we derive a JPEG-based constraint that any pair of patches must satisfy to be considered a
Forgery valid candidate and propose an efficient algorithm to verify the constraint. The constraint can be
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Abstract. We propose two automatic methods for detecting bleeding in wireless capsule endoscopy videos of
the small intestine, The first one uses solely the color information, whereas the second one incorperates the
assumptions about the blood spot shape and size. The original idea is namely the definition of a new color
space that provides good separability of blood pixels and intestinal wall. Both methods can be applied either
individually of their results can be fused logether for the final decision. We evaluate their individual performance
and various fusion rules on real data, manually annotated by an endoscopist. @ 2016 Sociely of Pholo-Opfical
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1 Introduction

Wireless capsule video endoscopy (WCE) is a nominvasive diag-
nostic ool for small bowel investigation that has been used in
cal praxis since 2001, W is very comsiderate of the
patient. The patient swallows a cylindrical plastic capsule of
a size about 10 x 25 mm idepending on the manufacturer),

cli

which contamns a digital video camera, LED light source. signal
transmitter, and battery, The capsule travels through the g;
intestinal ract by peristaltic contractions, captures the images,
and wirelessly fransmits them in real time to an external console
womn by the patient. The images are recorded and stored in the
console memory and can be uploaded o a computer for a visual
inspection or automatic analysis immediately after the monitor-
ing has been completed. Cusrent capsules take frames at a rate
hetween two and six per second on average, which res
many thousands of images (typically up to 60,0000 and
=100 h of video per patient, (Forunately, current hatteries are
powerful enough w supply the light source, camera, and trans-
mitter all the time. ) The primary use of the capsule endoscopy is
o examine areas of the small intestine that are difficult w dis-
May by other types of endoscopy. WCE has been successfully
applied in the detection of small bowel bleeding sources, Crohns
disease, complications of coeliac disease, small bowel tumors,

5 in

Image Analysis

The goal of this paper is to propose a technique for the detec-
tion of frames that are suspected to have the presence of bleed-
ing. We do not aim to develop a fully automatic tool for bleeding
detection that would replace the doctor. Rather. the method
should preprocess the video, dentify and export suspected
frames, and prepare them for visual inspection, whereas the
other frames are skipped and not sent to the inspection at all.
nificantly reduce the evaluation time while the
sion is still left to the endoscopist, This intended
goal predetermines the required properties of the method, It
should be fast and should provide a high true-positive (TF)
rate while keeping the fals itve (FP) rate mably low,
we present it literature,
Section 3 describes the proposed algorithms. In Sec. 4, we
present the WCE technical parameters and implementation
details of the methods. Section 5 containg experimental evalu-
ation on real data.

2 Literature Survey

The first rescarch articles on WCE video analysis appeared soon
after the WCE had been introduced into clinical praxis. Since the
bleeding detection is a very frequent requirement and appears to
be easily achievable (which is, however, not generally true as we

of Videokymographic Data
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Image tampering
Quantization constraint set

integrated into most existing methods. Experiments show significant improvement of detection,
espedally for difficult cases, such as small objects, objects covered by textureless areas and repeated
patterns.

@ 2017 Elsevier B.V. All rights reserved.

1. Introduction

While the copy-move forgery is relatively easy to detect in
images stored in lossless formats, such as PNG, GIF, and TIFF,
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The integrity of visual data is important for the credibility of
news media and especially when used as an evidence in court or
during criminal investigation. In the times of analog recording and
classical photography any tampering was considered difficult and
time consuming but the availability of easy-to-use image
processing software made the manipulation of digital content
extremely simple. Image forensics, a branch of forensic data
analysis, evolved as a scientific means to verify the source of image
data and detect potential modifications.

One of the most common image modifications, the so-called
copy-move forgery | 1], is based on copying an object and pasting in
another location of the same image. Transition between the
inserted object and original contents is often masked by various
retouching tools. Copying from the same image keeps statistical
properties of the image such as the noise, contrast and color, which
complicates detection. On the other hand, reusing the same object
in one image can be detected and is what is looked for by the
majority of copy-move forgery detection (CMFD) technigues.

detection in JPEG images is complicated by the fact that the same
pixels, after moving to a different position and storing in the JPEG
format, have different values. For this reason, when looking for
copy-move candidates, existing methods usually consider all
patches that are in a sense similar. Irrespective of how the
similarity is measured, the problem arises that the criterion used is
always a compromise between detecting all true candidates and
getting a reasonable number of false positives, i.e. patches that
actually were not copied but must be considered valid candidates.

In this article, we analyze the problem whether it is possible to
reduce the number of false positives using the exact mechanism of
JPEG compression. In other words, whether it is possible to say
something about how originally identical patches can differ under
COMmpression.

The solution we present in this arricle is based on the
observation that all original images that could have resulted in
the coefficients stored in the JPEG file we analyze, form a convex
set, in the field of digital image restoration known as the

vydrova@medico.cz

ABSTRACT

Videokymography (VKG) is a high-speed medical imaging
technique used in laryngology and phoniatrics for examina-
tion of vocal fold vibrations, it offers important characteris-
tics for diagnosis and treatment of voice disorders. VKG re-
peatedly scans only a single line from the scene and captures
movements of vocal folds in this region of interest. This paper
proposes methods for computer assisted evaluation of diag-
nostically important vibration features, related to movements
of vocal folds and their surroundings. They are derived from
existing as well as newly developed methods of digital image
processing, mainly based on data segmentation and morpho-
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ABSTRACT

This paper introduces a set of methods for image and video forensic analysis. They were designed to help
to assess image and video credibility and origin and to restore and increase image quality by diminishing
unwanted blur, noise, and other possible artifacts. The motivation came from the best practices used in
the criminal investigation utilizing images andjor videos. The determination of the image source, the
verification of the image content, and image restoration were identified as the most important issues of
which automation can facilitate criminalists work. Novel theoretical results complemented with
existing approaches (LCD re-capture detection and denoising) were implemented in the PIZZARO
software tool, which consists of the image processing funcrionality as well as of reporting and archiving
functions to ensure the repeatability of image analysis procedures and thus fulfills fermal aspects of the
image/video analysis work. Comparison of new proposed methods with the state of the art approaches is
shown. Real use cases are presented, which illustrate the functionality of the developed methods and
demonstrate their applicability in different situations. The use cases as well as the method design were
solved in tight cooperation of scientists from the Institute of Criminalistics, National Drug Headquarters
of the Criminal Police and Investigation Service of the Police of the Czech Republic, and image processing
experts from the Czech Academy of Sciences.
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1. Introduction

Our research addressed two related topics - the quality of
image data with respect to their credibility and origin, and image
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Copy-Move Forgery Detection

Using JPEG Compression Model

In our world, digital images are an extensively used medium of
communication that compactly and efficiently conveys a huge
amount of information about our surrounding. However two
important questions should be considered - how much we can
trust all these photographs which are not necessarily obtained
from a trustworthy source and do we notice everything contained
in images, which are often acquired under non-ideal, inadequate
conditions and thus possibly blurred, noisy, or with other types of
unwanted artifacts.

restoration aimed at diminishing unwanted blur, noise, and other
possible artifacts. The motivation came from the best practices
used in the criminal investigation utilizing images and/or videos,
The determination of the image source, the verification of the image
content, and possible image restoration were identified as impor-
tant issues, of which automation can notably facilitate criminalist’s
work (see Fig. 1). Situations, when the origin of images (child
pornography) or their authenticity (insurance frauds) is ques-
tioned, occur with increasing frequency nowadays.

Regarding the image source determination, the ability to link
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It I8 easy to display & video o picture on an LCD screen and recaptune it by using & camera to hide races of
dhgital image manipulation or fool an access system based on face recognition technique. In this paper, we show
that humans do not have a geod performance in detecting recapiured data from LCD screens. Hence, it is imporant
o have methods capable of distinguishing between natural videos and pictures and those recaplured ones. In this

paaper, wee show thal, typacally, recaplured images and videos from LCD screens
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that ane caused by regutar sampling grid of the LCD monilor and aliasing, We develop our method using the theory
of eyclostationarily and expenmentally validate i, The lemm cyclostalionarily refers o a special class of signaks which
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Introduction

Im recent years, we have ebserved a dynamic development in two
essential areas of forensics analysis of digital images and videos integrity
verification (genuineness analysis) and image ballistics (source device
verification). Although past research in the areas of image integrity
verification and image ballistics have mainly focused on data hiding

and inconsistencies ameng pixels. In other words, it would act as an
original image. In other words, the forger can display fake images on
LCD display and recapture the manipulated digital image to evercome
image foremsic systems. Comsequently. detecting recapturing can
signify tampering,

This paper will intreduce a method capable of detecting recaptured
images and videos using a single image and a single frame analysis.
Henez, from now on, we will only consider digital images. In case of
videos, the method can casily be applicd on individual frames scparately.
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The so-called copy-move forgery, based on copying an object and pasting in another location of the same
image, is a common way to manipulate image content. In this paper, we address the problem of copy-
move forgery detection in JPEG images. The main problem with JPEG compression is that the same pixels,
after moving to adifferent position and storing in the JPEG format, have different values. The majority of
existing algorithms is based on matching pairs of similar patches, which generates many false matches. In

Keywaords: o many cases they cannot be eliminated by postprocessing, causing the failure of detection. To overcome
Copy-mave madification this problem, we derive a JPEG-based constraint that any pair of patches must satisfy to be considered a
Forgery valid candidate and propose an efficient algorithm to verify the constraint. The constraint can be
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Abstract. We propose two automatic methods for detecting bleeding in wireless capsule endoscopy videos of
the small intestine, The first one uses solely the color information, whereas the second one incorperates the
assumptions about the blood spot shape and size. The original idea is namely the definition of a new color
space that provides good separability of blood pixels and intestinal wall. Both methods can be applied either
individually of their results can be fused logether for the final decision. We evaluate their individual performance
and various fusion rules on real data, manually annotated by an endoscopist. @ 2016 Sociely of Pholo-Opfical
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1 Introduction

Wireless capsule video endoscopy (WCE) is a nominvasive diag-
nostic ool for small bowel investigation that has been used in
cal praxis since 2001, W is very comsiderate of the
patient. The patient swallows a cylindrical plastic capsule of
a size about 10 x 25 mm idepending on the manufacturer),

cli

which contamns a digital video camera, LED light source. signal
transmitter, and battery, The capsule travels through the g;
intestinal ract by peristaltic contractions, captures the images,
and wirelessly fransmits them in real time to an external console
womn by the patient. The images are recorded and stored in the
console memory and can be uploaded o a computer for a visual
inspection or automatic analysis immediately after the monitor-
ing has been completed. Cusrent capsules take frames at a rate
hetween two and six per second on average, which res
many thousands of images (typically up to 60,0000 and
=100 h of video per patient, (Forunately, current hatteries are
powerful enough w supply the light source, camera, and trans-
mitter all the time. ) The primary use of the capsule endoscopy is
o examine areas of the small intestine that are difficult w dis-
May by other types of endoscopy. WCE has been successfully
applied in the detection of small bowel bleeding sources, Crohns
disease, complications of coeliac disease, small bowel tumors,
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Image Analysis

The goal of this paper is to propose a technique for the detec-
tion of frames that are suspected to have the presence of bleed-
ing. We do not aim to develop a fully automatic tool for bleeding
detection that would replace the doctor. Rather. the method
should preprocess the video, dentify and export suspected
frames, and prepare them for visual inspection, whereas the
other frames are skipped and not sent to the inspection at all.
nificantly reduce the evaluation time while the
sion is still left to the endoscopist, This intended
goal predetermines the required properties of the method, It
should be fast and should provide a high true-positive (TF)
rate while keeping the fals itve (FP) rate mably low,
we present it literature,
Section 3 describes the proposed algorithms. In Sec. 4, we
present the WCE technical parameters and implementation
details of the methods. Section 5 containg experimental evalu-
ation on real data.

2 Literature Survey

The first rescarch articles on WCE video analysis appeared soon
after the WCE had been introduced into clinical praxis. Since the
bleeding detection is a very frequent requirement and appears to
be easily achievable (which is, however, not generally true as we

of Videokymographic Data
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integrated into most existing methods. Experiments show significant improvement of detection,
espedally for difficult cases, such as small objects, objects covered by textureless areas and repeated
patterns.
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1. Introduction

While the copy-move forgery is relatively easy to detect in
images stored in lossless formats, such as PNG, GIF, and TIFF,
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Faculty of Sciences, Palacky University, Olomouc, Czech Republic
svecjang @gmail.com
Voice Centre Prague, Medical Healthcom, Ltd., Czech Republic

The integrity of visual data is important for the credibility of
news media and especially when used as an evidence in court or
during criminal investigation. In the times of analog recording and
classical photography any tampering was considered difficult and
time consuming but the availability of easy-to-use image
processing software made the manipulation of digital content
extremely simple. Image forensics, a branch of forensic data
analysis, evolved as a scientific means to verify the source of image
data and detect potential modifications.

One of the most common image modifications, the so-called
copy-move forgery | 1], is based on copying an object and pasting in
another location of the same image. Transition between the
inserted object and original contents is often masked by various
retouching tools. Copying from the same image keeps statistical
properties of the image such as the noise, contrast and color, which
complicates detection. On the other hand, reusing the same object
in one image can be detected and is what is looked for by the
majority of copy-move forgery detection (CMFD) technigues.

detection in JPEG images is complicated by the fact that the same
pixels, after moving to a different position and storing in the JPEG
format, have different values. For this reason, when looking for
copy-move candidates, existing methods usually consider all
patches that are in a sense similar. Irrespective of how the
similarity is measured, the problem arises that the criterion used is
always a compromise between detecting all true candidates and
getting a reasonable number of false positives, i.e. patches that
actually were not copied but must be considered valid candidates.

In this article, we analyze the problem whether it is possible to
reduce the number of false positives using the exact mechanism of
JPEG compression. In other words, whether it is possible to say
something about how originally identical patches can differ under
COMmpression.

The solution we present in this arricle is based on the
observation that all original images that could have resulted in
the coefficients stored in the JPEG file we analyze, form a convex
set, in the field of digital image restoration known as the

vydrova@medico.cz

ABSTRACT

Videokymography (VKG) is a high-speed medical imaging
technique used in laryngology and phoniatrics for examina-
tion of vocal fold vibrations, it offers important characteris-
tics for diagnosis and treatment of voice disorders. VKG re-
peatedly scans only a single line from the scene and captures
movements of vocal folds in this region of interest. This paper
proposes methods for computer assisted evaluation of diag-
nostically important vibration features, related to movements
of vocal folds and their surroundings. They are derived from
existing as well as newly developed methods of digital image
processing, mainly based on data segmentation and morpho-
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Copy-Move Forgery
Detection Using JPEG
Compression Model
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Copy-move Forgery Detection
The Copy Process
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J. Fridrich , D Soukal, and J. Luk8giDet ectaoaf oaopy move forgery
In digital | ma g e sin digital Forensic Research Workshop, Aug. 2003.
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Comparison on Benchmarks
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DS1: 23 images by Silva et al.

E. Silva, T. Carvalho, A Ferreira, A Rocha, Going deeper into copy-move forgery detection
Exploring image telltales via multi -scale analysis and voting processes, In Journal of
Visual Communication and Image Representatlon Volume 29, 2015, Pages 16-32, ISSN 1047- 3203

St

DS2: 40 images — CoMoFoD dataset

D. Tralic ,l. Zupancic,S. Grgic,M. Grgic, CoMoFobPNew database for copy - move forgery
detection, in: Proceedlngs ELMAR -2013, 2013, pp. 49 Z54

DS3: 18 images created by our research group — the difficult cases

https ://github.com/michalsorel/qcscopymove
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DS1 — 23 images, 13 645 patches in ground-truth

Image level Patch level TPs Patch level FPs

Method # % + sens. [%] # FDR [%]
DCT - basic 16 69.57 2697 19.77 1855 40.75
DCT - tuned 23 100.00 11644 85.34 89 0.76
SIF'T 21 91.30 9127 66.89 1641 15.24
ZM 23 100.00 12988 95.19 776 5.64
PCT 23 100.00 12956 94.95 77 5.66
FMT 23 100.00 12788 93.72 630 4.70
OUR 23 100.00 12432 91.11 56 0.45

T Wy

DCT-tuned

Ground-truth

Comparison on Benchmarks
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Image level

Patch level TPs

Patch level FPs

DS2 — 40 images, 9 288 patches in ground-truth

Comparison on Benchmarks
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Method +# % # sens. [%] H FDR [%]
DCT - basic 16 40.00 H32 5.73 1130 67.99
DCT - tuned 30 90.00 6601 71.07 095 8.27

SIFT 26 65.00 6057 65.21 9196 60.29

/M 18 45.00 6560 70.63 899 11.53
PCT 20 50.00 6989 75.25 970 12.19
FMT 21 52.50 7035 75.74 1705 19.51
OUR 40 8055 127 1.55



Image level

Patch level TPs

DS3 — 18 Images, 9 850 patches in ground-truth

Patch level FPs

Comparison on Benchmarks
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Method +# % + sens. [%] + FDR [%]
DCT - basic 10 H59.56 2353 23.89 862 26.81
DCT - tuned 16 88.89 8672 88.04 890 9.31

SIFT 0 33.33 4845 49.19 4793 49.73

/M 10 D0.00 6965 70.71 675 8.84
PCT 11 61.11 7060 71.68 1062 13.08
FMT 11 61.11 6983 70.89 2422 25.7H
OUR 18 100.00 8987 91.24 119 1.31




Image Analysis
of Videokymographic Data
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videokymographic data," 2015 IEEE International

Conference on Image Processing (ICIP), Quebec
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Videokymography
Medical imaging
Data segmentation
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Calculate Features

Basic Features

o Openings
0 Closings
o Medial peaks
o Lateral peaks

Advanced Features
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Number of cycles L
Number of cycles R
Variability L
Variability R

Closure duration
Amplitude difference
Frequency difference
Phase Difference
AXis Shift

Skewing L

Skewing R
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First Generation of VKG Software

o | Y
@ VvKG Evaluation 1.0 = B X | @ compute
3 : (8) NumberQOfCyclesR = 6
JPG File : VKG-030 jpg {9) NumberOfCyclesL = 6
‘ ' (10) VariabiltyR = 0,.9411765 >> " negligible"
[ 'New ’ ‘ Open ’ Rename {11) VariabilityL = 0,9333333 >> " negligible"
{13) ClosureDuration = 0,3522727 >> "20-40%"

(14) Amplitude Differences = -0,06666667 >> "R ~ L"

{15) FrequencyDifferences = 1 >> "L and R equal”

(16) PhaseDifferences = -0,05681818 >> "L ahead of R: small"
(17) AxisShift = 0,16 >> "R > L"

{19) SkewingR =-0.3333333 >> "slightly shorter"

(18) SkewinglL = -0,5087719 >> "shorter"

Election

Meas. Pos. + Voice
Vibrations
Sumoundings
Variability
Closure
Asymmetry
Open Shape
Muc. Waves

Med. Peak + Aberr.

. cowure e
R~L it F i small

o N o ~ N N ~ N . o NSNS EeN A~ S S
3 # ® ® ® O @& o9 Q) @ ® 9808 e e

Number of cycles
R 6 L 6

'3{, ,}’-’ ca= 035
negligible * || [necliobie & 20-40%
©o © o eoflc o o ofle @ O @ @

Software

 Auis shift - Skewing R Skewing L

>
e
o
G
.S
o
O
-
>,
<
O
O
O
>

S 033 | lsa= 051

R>L e IAN | Display Options
0 o @ ofleeoceceeellecs e e e el Lol pae i
Opening V| Lateral peaks L

Closing 7 Medial peaks R

recompute || save || save+ciose | |GG |/ Midline 7| Medial peaks L

Medical Imaging, Videokymography




KE VKGanalyzer 2.0

K VKGanalyzer i O X

- = (o) [@ #F -

Program Camera Features Saving

I 0 Brightness [ Test mode
I 1 Contrast [ visualization of features
Parameter Value Cat. Description Visualization of vibration
[ Automatic image enhancement
Num. of Cydes L: 6.97 7 ;
Num. of CyclesR: 6.97 7 [] Automatically Analyze Vibrant Frames
[] Automatically Load Last Video
Variability L: 1.00 1 negligible S
Variability R: 1.00 1 negligible --From: jita/Software/src/win/VKGanalyzer | | ...
Closure Duration: 012 2 1-20 % Image calibration
Amplitude Diff.: 014 5 L slightly larger [ Calirate
Frequency Diff.: 1.00 1 L and R equal 0 Brightness
Phase Diff.: -0.03 4 negligible
1 Contrast
Axis Shift.: 0.00 2 negligible
Skewing L: -0.02 4 equal
Skewing R: 0.06 5 slightly longer
Triangularity L: 0.90 2 Import Data
Triangularity R: 0.72 3
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File: Z:/TACR_VKG/data/sourceDataVideo/04_Jitka_2016_05/Cadek Cvancarova_Jitka/Dokumentace videa_2015-10-05 13-19-23/file 1921682108 _1320241635.mp4
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Two methods for Image Complex tools to assess C++ framework for
Forensics were authenticity of image analyzing the VKG data
developed data and unique GUI

Main
Contribution
Methods Methodology Technique Software

Efficient methodology to A new technique
extract the camera for fast blood
sensor fingerprint detection




Timeline

projects as time passed

2010 2011 2012 2013 2014 2015 2016 2017 2018

Re-Captured LCD ®
PRNU
Copy-Move Forgery Detection ®

Wireless Capsule Endoscopy
Videokymography ® *o— 0o
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